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General: The information on this page supplements the Statement of Compliance prepared by iFIT Inc. 
(“iFIT”) and included with certain products offered for sale in the UK. 
 
About iFIT: iFIT is a privately held Delaware corporation headquartered at 1500 South 1000 West, Logan, 
Utah 84321, USA. iFIT, formerly known as ICON Health & Fitness, Inc., was formed in 1994. iFIT is one of 
the nation’s largest manufacturers of home exercise equipment, including treadmills, exercise bikes, 
ellipticals, rowers, and strength equipment. iFIT also offers subscriptions to its digitally-delivered fitness 
platform, which connect seamlessly to iFIT-enabled equipment.  

Product Information: The Act requires iFIT to publish, via a Statement of Compliance (“SOC”), certain 
information about internet-connectible products. For iFIT, each applicable product’s SOC is included with 
the product packaging. Further details about your product are included here so that iFIT can continually 
update product information as it becomes available.  

Your iFIT product, including model number, serial number, and batch information, is identified on the 
product serial plate (located on the product frame). To find the operating system version code of your iFIT 
product (“OS version code”), touch the 3 lines in the upper left hand corner of the tablet, then touch 
Settings, then touch App Info. Firmware Version will include one of the codes in the table below. 

iFIT Product Operating Software Support Periods  

iFIT does not guarantee any software support periods for any internet-connectable products. Bluetooth® 
-enabled products do not have any defined support period. The operating systems of the iFIT products 
with the OS version codes listed below were last issued security patches on the corresponding dates. 
These products are no longer capable of being patched.  

OS Version Codes Last Security Patch Date (Day/Month/Year) 

argon; MGA1 5-Oct-17 

MKA1; MKA1AVU 5-Aug-19 

MKA2M21; MKA2M32 5-May-21 
MKA3TO; MKA3TV; MKA3TVPFGK 5-Sep-21 

CKA1AVU; CKA2; CKA2X; EKA2; MKA2; 
MKA2CT; MKA2X; MKA3 5-Jan-22 

MKN1 1-Aug-22 
 



The operating systems of the iFIT products with the OS version codes listed below have an anticipated 
end of their security patch support period on the corresponding dates. These dates may change depending 
on the availability of software patches and updates from the operating system supplier. 

OS Version Codes Anticipated End of Security Patch Support 
Period (Day/Month/Year) 

VKX1; CKX1 1-Jan-27 
 

When available, security patches are installed when an iFIT product is connected to the internet. Security 
patches may be installed through forced updates or manually updated from the iFIT product’s console. 

iFIT Application Minimum Support Period 

iFIT does not guarantee any software support periods for its iFIT application. The iFIT app used with 
Bluetooth®-enabled iFIT products does not have any defined support period. The iFIT app used with iFIT 
products having the OS version codes listed below will be supported through at least the date shown. iFIT 
may extend the support period beyond what is shown below in its discretion.  

OS Version Codes iFIT App Minimum Support Period 
(Day/Month/Year) 

argon; MGA1 31-Dec-24 

MKA1; MKA1AVU 30-Jun-25 

MKA2M21; MKA2M32 30-Jun-25 

MKA3TO; MKA3TV; MKA3TVPFGK 30-Jun-25 

CKA1AVU; CKA2; CKA2X; EKA2; MKA2; 
MKA2CT; MKA2X; MKA3 

31-Dec-25 

MKN1 31-Dec-25 

VKX1; CKX1 1-Jan-27 

 

For any further questions about your product, support periods, or other information included in the SOC, 
please feel free to contact iFIT at legal@ifit.com.  
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